ADAMS Two-Factor Authentication (2FA)
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Please configure two-factor authentication to increase the security of your account.
Select a method of authentication
1 O Time-based one-time password (TOTP)

A verification code will be generated using an Authentication
application that you will need to have on your mobile device.

2 (O SMS
A verification code will be sent by SMS to your mobile device.
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Option 1: Configure 2FA with TOTP

a. Install or open (if already installed) your two-Factor authentication application on your mobile device.

Authy, Google authenticator (Android and i05) or Microsoft authenticator (Android or 1035)
b. Use the app to scan the provided QR code (like you are taking picture of the QR code) or display the manual code.
c. Enter the generated code by your App or the manual code (if used). Then, enter your password and validate.
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Option 2: Configure 2FA with SMS

Two-Factor Authentication with One-Time Password cor

In order to increase the security of your account, you are required to configure a Two-Factor Authentication with One-Time
Password with one of the following methods:

- TOTP: use an Authenticator Application to generate a temporary one-time password (highly recommended).

- SMS: receive a verification code on your mobile device.

Please select the method you want to configure:

Configure 2FA with TOTP | Configure 2FA with SMS
I want to configure it later Iwa ut

Configuration of Two-Factor Authentication with S

SMS is currently not configured.

To improve the security on login, please configure the SMS used for Two-Factor authentication.
When you own a smartphone (i.e., iPhone, Android, Windows Phone), it is recommended to configure One-Time Password, instead of SMS verification.

Step 1- Enter the phone number (Country code + phone number) and send the verification code.

| _Send Verification Code
Step 2- Enter the code received by SMS, your password and validate.
Code received by SMS:

Your password is required each time for security reasons

Password: I l* ~ Validate I



Reset 2FA

- Click your name on the top right corner
- Set up your preferable 2FA option

User Preferences OO Y-S

Security Options

Preferred Language

English v

You are using ADAMS version R4.6.0 Build #351 (Jun 16, 2017 4:15:40 PM)
Please quote this number when contacting ADAMS support




